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5)

6)

7)

8)
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Oé FOREWORD

The Internatior@ectrotechnical Commission (IEC) is a worldwide organization for standardization comprising
all national elegtrotechnical committees (IEC National Committees). The object of IEC is to promote
international co-oferation on all questions concerning standardization in the electrical and electronic fields. To
this end and in additi to other activities, IEC publishes International Standards, Technical Specifications,
Technical Reports, icly Available Specifications (PAS) and Guides (hereafter referred to as “IEC
Publication(s)”). Their‘prgparation is entrusted to technical committees; any IEC National Committee interested
in the subject dealt t&y participate in this preparatory work. International, governmental and non-
governmental organizati ising with the IEC also participate in this preparation. IEC collaborates closely
aﬂz;

with the International Org on for Standardization (ISO) in accordance with conditions determined by
agreement between the two ations.

The formal decisions or agree ent?f‘lEC on technical matters express, as nearly as possible, an international
consensus of opinion on the rel subjects since each technical committee has representation from all
interested IEC National Committee

Committees in that sense. While all r able efforts are made to ensure that the technical content of IEC
Publications is accurate, IEC cannot hel
misinterpretation by any end user.

IEC Publications have the form of rec@endations for international use and are accepted by IEC National
b

responsible for the way in which they are used or for any

In order to promote international uniformity; National Committees undertake to apply IEC Publications
transparently to the maximum extent possible 4 eir national and regional publications. Any divergence
between any IEC Publication and the correspon Etional or regional publication shall be clearly indicated in

the latter.
.

IEC itself does not provide any attestation of confor Independent certification bodies provide conformity
assessment services and, in some areas, access to | arks of conformity. IEC is not responsible for any
services carried out by independent certification bodies.

All users should ensure that they have the latest edition of blication.

No liability shall attach to IEC or its directors, employees, servapts or agents including individual experts and
members of its technical committees and IEC National Commir any personal injury, property damage or
other damage of any nature whatsoever, whether direct or Ypgdi or for costs (including legal fees) and
expenses arising out of the publication, use of, or reliance up@nigthis IEC Publication or any other IEC

Publications. O
Attention is drawn to the Normative references cited in this publication’” of the referenced publications is
indispensable for the correct application of this publication.

Attention is drawn to the possibility that some of the elements of this IE%U‘ ication may be the subject of
patent rights. IEC shall not be held responsible for identifying any or all such t rights.

The main task of IEC technical committees is to prepare Inténpfational Standards. In
exceptional circumstances, a technical committee may propose the p ion of a technical
specification when

the required support cannot be obtained for the publication of an Interénal Standard,
despite repeated efforts, or z

the subject is still under technical development or where, for any other reason, thége is the
future but no immediate possibility of an agreement on an International Stand

Technical specifications are subject to review within three years of publication tAeeide
whether they can be transformed into International Standards.

IEC/TS 62325-503, which is a technical specification, has been prepared by IEC technical
committee 57: Power systems management and associated information exchange.
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The text of this technical specification is based on the following documents:

) DTS Report on voting
6 57/1370/DTS 57/1401/RVC

*
Full ir@ation on the voting for the approval of this technical specification can be found in
the report Oﬁvoting indicated in the above table.

This publicat@‘uas been drafted in accordance with the ISO/IEC Directives, Part 2.

A list of all paQ the IEC 62325 series, published under the general title Framework for
energy market co ications, can be found on the IEC website.

The committee hasé d that the contents of this publication will remain unchanged until
the stability date indicated jon the IEC web site under "http://webstore.iec.ch" in the data
related to the specific pub@ion. At this date, the publication will be

« transformed into an International standard,

+ reconfirmed, 0

withdrawn,
* replaced by a revised edition, o@

« amended. 0

A bilingual version of this publication mayfe‘issued at a later date.

o

*

/
IMPORTANT - The 'colour inside’' logo on th er page of this publication indicates
that it contains colours which are consi d to be useful for the correct

understanding of its contents. Users should thetfefore print this document using a

colour printer. @
o
O@
/‘

%
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INTRODUCTION

This\ Technical Specification is part of the IEC 62325 series which defines protocols for
dy%

ated energy market communications.
The ;ﬁ;‘pal objective of the IEC 62325 series is to produce standards which facilitate the

integratiQn) of market application software developed independently by different vendors into a
market“management system, between market management systems and market participant
systems. is accomplished by defining message exchanges to enable these applications

or system ess to public data and exchange information independent of how such
information i%sented internally.

The common inf(@ion model (CIM) specifies the basis for the semantics for the message
exchange. The E n style market profile specifications that support the European style
design electricity m are defined in IEC 62325-351. These electricity markets are based
on the European reg fons, and on the concepts of third party access and zonal markets.
The IEC 62325-451-n | tional standards specify the content of the messages exchanged.

The purpose of this technic@eq’fication is to provide the guidelines to exchange the above
mentioned messages. A Euro market participant (trader, distribution utilities, etc.) could
benefit from a single, common, monized and secure platform for message exchange with
the European Transmission Sysiem_Operators (TSOs); thus reducing the cost of building
different IT platforms to interface w@ll the parties involved.

This Technical Specification represe@ important step in facilitating parties entering into
electricity markets other than their n | ones; they could use the same or similar
information exchange system to participate(i ore than one market all over Europe.

*

This Technical Specification was originally basﬂ pon the work of the European Network of
Transmission System Operators (ENTSO-E) Wo® Group EDI.

S
O@
.
%
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w503: Market data exchanges guidelines for the IEC 62325-351 profile
:/
1 Scope

This technic@ecification is for European electricity markets.

This document
System Operator
the energy market.
etc.) could benefit fr

cifies a standard for a communication platform which every Transmission
in Europe may use to reliably and securely exchange documents for
equently a European market participant (trader, distribution utilities,

single, common, harmonized and secure platform for message

exchange with the diff TSOs; thus reducing the cost of building different IT platforms to
interface with all the pargi€s)involved. This also represents an important step in facilitating
parties entering into marke er than their national ones.

*

From now on the acronym @S (MArket Data ExchangeS) will be used to designate
these Technical Specifications.

MADES is a specification for a déen alized common communication platform based on
international IT protocol standards:

e From a business application (BA) pemtive, MADES specifies software interfaces to
exchange electronic documents with o As. Such interfaces mainly provide means to
send and receive documents using a éﬁed “MADES network”. Every step of the
delivery process is acknowledged, and the r can request about the delivery status of
a document. This is done through acknowle ent, which are messages returned back

to the sender. This makes MADES networks us for exchanging documents in business
processes requiring reliable delivery.

e MADES also specifies all services for the busine&plication (BA); the complexities of
recipient localisation, recipient connection stat sage routing and security are
hidden from the connecting BA. MADES servicem ude directory, authentication,
encryption, signing, message tracking, message Ioggingétemporary message storage.

The purpose of MADES is to create a data exchange st% comprised of standard
protocols and utilizing IT best practices to create a mechanism for exchanging data over any
TCP/IP communication network, in order to facilitate busine business information
exchanges as described in IEC 62325-351 and the IEC 62325-451 s &

A MADES network acts as a post-office organization. The transported ob @ a “message” in
which the sender document is securely repackaged in an envelope (i.e. & he r) containing
all the necessary information for tracking, transportation and delivery.

The following documents, in whole or in part, are normatively referenced in this docuné].and
are indispensable for its application. For dated references, only the edition cited applies.(Per
undated references, the Ilatest edition of the referenced document (includin&/
amendments) applies.

2 Normative references

IEC 61970-2, Energy management system application program interface (EMS-API) — Part 2:
Glossary

IETF RFC 1738, Uniform resource locators (URL), http://www.ietf.org/rfc/rfc1738.txt


http://www.ietf.org/rfc/rfc1738.txt
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IETF RFC 3110, RSA/SHA-1 SIGs and RSA KEYs in the domain name system
(DNS), http://www.ietf.org/rfc/rfc3110.txt

II?\ RFC 4122, A universally unique identifier (UUID) URN namespace,
http:[Myww.ietf.org/rfc/rfc4122. txt

*

ITU-T@N}mmendation X.509, Information technology - Open systems interconnection - The

directo Public-key and attribute certificate frameworks, http://www.itu.int/rec/T-REC-
X.509/en O
3 Termsa finitions

For the purposesQ is document, the terms and definitions given in IEC 61970-2 apply, as
well as the following.

NOTE General glossary de%can be found in IEC 60050, International Electrotechnical Vocabulary.

3.1 (
advanced encryption standard _ ¢+

AES Ve
symmetric cryptographic algorit&s\

3.2
distinguish encoding rule

DER ’OA
format for X.509 digital certificates ®

3.3 .
European style market profile

ESMP @

European style market profile for which this Techni pecification is designed

3.4
market data exchange standard %

MADES
standard described in this document for the European mark@le market profile

3.5 G:A
profile
basic outline of all the information that is required to satisfy a spec ironment

3.6 ®

transmission system operator o/
TSO
company responsible for operating, maintaining and developing the transmi system for a

control area and its interconnections

&
0
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