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## 0 Introduction

### 0.1 General

This standard provides specifications in accordance with the OSI Basic Reference Model, ISO/IEC 7498-1, (e.g., PhL, DL, etc.), and also provides security and management (including network and device configuration) specifications for wireless devices serving Annex C's usage classes 1 through 5, and potentially class 0 , for fixed, portable, and moving devices.

This standard is intended to provide reliable and secure wireless operation for non-critical monitoring, alerting, supervisory control, open loop control, and closed loop control applications. This standard defines a protocol suite, including system management, gateway considerations, and security specifications, for low-data-rate wireless connectivity with fixed, portable, and slowly-moving devices, often operating under severe energy and power constraints. The application focus is the performance needs of process automation monitoring and control where end-to-end communication latencies on the order of at least 100 ms can be tolerated.

To meet the needs of industrial wireless users and operators, the technology specified in this document provides robustness in the presence of interference found in harsh industrial environments or caused by wireless systems not covered by this international standard. As described in Clause 4, this standard addresses coexistence with other wireless devices anticipated in the industrial workspace, such as cell phones and devices based on IEC 62591 (based on WirelessHART ${ }^{\text {TM } 1}$ ), IEC 62601 (based on WIA-PA), IEEE 802.11 (WiFi), IEEE 802.15, IEEE 802.16 (WiMax), and other relevant standards. Furthermore, this standard supports interoperability of devices compliant with this international standard, as described in Clause 5, in those aspects of operation that are covered by this international standard.

This standard does not define or specify plant infrastructure or its security or performance characteristics. However, it is important that the security of the plant infrastructure be assured by the end user.

### 0.2 Document structure

This document is organized into clauses focused on unique network functions and protocol suite layers. The clauses describe system, system management, security management, physical layer, data-link layer, network layer, transport layer, application layer, and provisioning. Generic considerations that apply to protocol gateways are also included, though specifications of specific protocol gateways are not. Each clause describes a functionality or protocol layer and dictates the behavior required for proper operation. When a clause describes behaviors related to another function or layer, a reference to the appropriate other clause is supplied for further information.

The mandatory and optional communication protocols defined by this document are referred to as native protocols, while those protocols used by other networks such as legacy fieldbus communication protocols are referred to as foreign protocols.

### 0.3 Potentially relevant patents

The International Electrotechnical Commission (IEC) draws attention to the fact that it is claimed that compliance with this document may involve the use of multiple patents:
a) concerning elliptic curve (asymmetric) cryptography, given in 7.4.6 and 7.2.2.3;

[^2]b) concerning synchronizing clocks and assessing link quality, given in 9.1.9.3 and 9.1.15;
c) concerning unspecified subject areas;
d) concerning wireless provisioning, and selection and routing among multiple gateways.

IEC takes no position concerning the evidence, validity and scope of these patent rights.

The holders of these patent rights have assured the IEC that they are willing to negotiate licences either free of charge (free) or under reasonable and non-discriminatory terms and conditions (RAND) with applicants throughout the world. In this respect, the statements of the following holders of those patent rights are registered with IEC.

Information on these patent rights and their licensing may be obtained from:

| a) | Certicom Corporation <br> 4701 Tahoe Blvd, Bldg A <br> L4W 0B5 Mississauga, ON CANADA <br> Attn: Patent licensing <br> Licensing terms: presumably RAND <br> Relevant patents: <br> unknown; not stated by patent holder | b) | NIVIS LLC <br> 1000 Circle 75 Pkwy, Suite 300 <br> Atlanta, GA 30339-6051 USA <br> Attn: Patent licensing <br> Licensing terms: RAND <br> Relevant patents: <br> - US 20100027437 <br> - US 20100098204 |
| :---: | :---: | :---: | :---: |
| c) | General Electric <br> 1 Research Cir Schenectady, NY 12309-1027 USA <br> Attn: Patent licensing <br> Licensing terms: presumably RAND, reciprocity <br> Relevant patents: <br> unknown; not stated by patent holder | d) | Yokogawa Electric Corporation 2-9-32 Nakachou, Musashina-shi <br> Tokyo JAPAN <br> Attn: Patent licensing <br> Licensing terms: RAND, reciprocity <br> Relevant patents: <br> - JP 4129749 <br> - US 8005514 <br> - US 8031727 <br> - US 8305927 <br> - US 2009080394 |
| The above patent holders, patents, and licensing terms are those declared to the IEC as relevant to IEC 62734, as of the date of preparation of this text. |  |  |  |

Attention is drawn to the possibility that some of the elements of this document may be the subject of patent rights other than those identified above. IEC shall not be held responsible for identifying any or all such patent rights.

ISO (http://www.iso.org/patents) and IEC (http://patents.iec.ch) maintain on-line databases of patents relevant to their standards. Users are encouraged to consult these databases for the most up-to-date information concerning patents.
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