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Foreword 

This document (CEN/TS 15480-5:2013) has been prepared by Technical Committee CEN/TC 224 “Personal 
identification, electronic signature and cards and their related systems and operations”, the secretariat of 
which is held by AFNOR. 

Attention is drawn to the possibility that some of the elements of this document may be the subject of patent 
rights. CEN [and/or CENELEC] shall not be held responsible for identifying any or all such patent rights. 

According to the CEN-CENELEC Internal Regulations, the national standards organisations of the following 
countries are bound to announce this Technical Specification: Austria, Belgium, Bulgaria, Croatia, Cyprus, 
Czech Republic, Denmark, Estonia, Finland, Former Yugoslav Republic of Macedonia, France, Germany, 
Greece, Hungary, Iceland, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, Netherlands, Norway, Poland, 
Portugal, Romania, Slovakia, Slovenia, Spain, Sweden, Switzerland, Turkey and the United Kingdom. 
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Introduction 

Within the European Union there will be many integrated circuit cards issued by public bodies and 
administrations, each of which can house a variety of applications in different combinations. The cardholder 
can hold several multi-application public service cards and is concerned that: 

 He or she knows or can find out which applications are on a card; 

 Applications on a card may be read and dealt with by appropriate terminals; 

 Security is appropriate for the application being used, while also being fit-for-purpose in protecting the 
user's data on the card and ensuring privacy to the level required. 

Different cards will have different capabilities. This presents application providers and scheme operators with 
a number of challenges: 

 Does the card have the specific minimum level of functionality, capability and security features necessary 
to house the application to be loaded onto the card? 

 Are there other applications on this card that would preclude this application being loaded (including for 
example, surface printing requirements)? 

 What are the features and functions of the card (that are being used) that the terminal will have to 
support? 

This Technical Specification provides mechanisms to resolve the above issues together with a formalised 
approach that will allow different applications and services to co-exist and interoperate in a single card 
environment. 

This Technical Specification also recognises that there will be legacy systems in evidence as and when the 
ECC card is being introduced. It provides a mechanism (described in CEN/TS 15480-3) by which legacy 
systems can operate in an ECC environment until cards may be replaced by European Citizen Cards in 
batches as the opportunity arises. 
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1 Scope 

1.1 Scope of CEN/TS 15480-5:2013 

The scope of this Technical Specification is to provide a general description of the standard together with an 
introduction to each part of the ECC standard. 

Informative Annex A maps the relationship between the various parts of the ECC standard and other ISO/IEC 
standards relating to the card platform. 

1.2 Scope of the ECC standard 

The European Citizen Card (ECC) standard addresses the difficulties presented to citizens when attempting to 
access various public services using a smart card as an access token. The scope of the ECC standard covers 
card capabilities and structures specified under the following headings: 

 Specific definition of minimum features (for example, card surface print structure). 

 Definition of optional features that may be required to provide the desired electronic services. 

 Specification of discovery mechanisms to allow supported and in-use card capabilities and features to be 
identified. 

 Besides covering the hardware and software of the card, the ECC standard also addresses interfaces to 
readers and servers through middleware components. 

This simple concept can enable ECC cards to adopt a widely different set of personas, even though a 
common application may be housed on cards used in different environments and in different ways. 
Generically, we can consider ECC cards as being classed as one of the following groups, even though the 
same application may be loaded (alongside others) in each environment. These groupings are: 

 eID Verification token; 

 Inter-European Union travel document; 

 Provider of logical access to e-Government or local administration services or to private sector services 
by housing personal credentials. 

In order to support the above, it is noted that there will be certain minimum requirements upon any card 
conforming to the ECC, specifically, the European Citizen Card will be at a minimum a smart card with 
Identification, Authentication and electronic Signature (IAS) service capabilities. The ECC may act as a bridge 
between different application requirements of an integrated circuit card and in so doing act to reduce the 
number of different European specifications and standards required. 

The ECC will be issued under the responsibility of a European National Public Administration in order to 
provide a token supporting one of the above usage groupings by housing one or more relevant applications. In 
addition, there is nothing to stop the ECC being used to support private applications and environments which 
would therefore allow the ECC to be used in a shared public-private application scenario. 

It is apparent that the ECC is intended to offer the card issuer/ service provider with a great deal of flexibility in 
the services that the ECC provides, the authentication mechanisms supported and the local national specific 
public policy with an special concern to protect the citizen privacy according to the applicable European 
legislation. 

2 Normative references 

Not applicable. 
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