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European foreword 

The intended audience of this document are all parties that affect or are affected by security in the 
postal supply chain. These include public and private postal operators, customs, manufacture of 
equipment, senders and receivers of parcels etc. 

CWA 17056, Safepost - Postal supply chain security - Standardization needs was developed in 
accordance with CEN-CENELEC Guide 29 “CEN/CENELEC Workshop Agreements – The way to rapid 
agreement” and with the relevant provisions of CEN/CENELEC Internal Regulations - Part 2. It was 
agreed on 2016-06-30 in a Workshop by representatives of interested parties, approved and supported 
by CEN following a public call for participation made on 2015-06-09. It does not necessarily reflect the 
views of all stakeholders that might have an interest in its subject matter.  

The final text of CWA 17056 was submitted to CEN for publication on 2016-06-30. It was developed and 
approved by: 

Raudszus Frank Federal Network Agency 

Mayer Stephan Erwin Renz Metallwarenfabrik GmbH & Co KG 

Grimseid Cathrine Norwegian Communications Authority 

Russotto Rémy CORTE 

Rubio Angel Sociedad Estatal de Correos y Telégrafos 

Kouloumbis Gerasimos Inlecom Systems 

Hintsa Juha Cross-border Research Association 

Zaldivar Iván ATOS Spain 

de la Cruz Teresa Zaragoza Logistics Center (ZLC) 

Thorsteinsson Olafur Iceland Post 

Rainbird Jenny BMT Group LTD 

Perez Pilar ATOS  

Scribellito  Antonino  PostEurope 

Männistö  Toni Cross-border Research Association 
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Introduction 

The postal sector is an important part of the supply chain, handling over 6.4 billion items in 20111. 
There has been recognition, both by regulators and by the industry, of the importance of security in this 
context2. 

This CEN Workshop agreement (CWA) is proposed by the SAFEPOST3 consortium. The SAFEPOST 
consortium was created within the framework of the FP7 programme, for which a grant was received in 
2012. SAFEPOST aims at raising the current level of postal security by integrating innovative screening 
solutions, suitable for uninterrupted flow of parcels and letters,  with operational postal processes and 
the criminal and customs intelligence work in a European wide cooperative distributed model. 

The goal of the CWA is to define standardization needs related to security aspects in postal services.  
The scope of the Workshop includes security aspects in postal item delivery services of both public and 
private operators. The aim is to develop a single CWA containing a mapping of existing standards and a 
roadmap with a gap analysis and possible standardization needs. 

1 Scope 

The scope of this CWA includes security aspects in both public and private letter and parcel delivery 
services. This CWA defines standardization requirements related to security aspects in postal services. 
Security requirements are not part of this CWA.  

2 Terms and definitions 

For the purposes of this document, the following terms and definitions apply. 

postal authority 
body that regulates the postal market  
 
Note 1 to entry: Tasks of a postal authority include the establishment of postal policies, postal rates, 
postal services offered, budgeting for and financing postal operations security condition whereby the 
level of risk is deemed acceptable. 

customs 
government organization that deals with the levying of duties and taxes on imported goods from 
foreign countries and the control over the export and import of goods 
 
[Source: ISO/TS 24533:2012(en), 2.17] 

threat 
person or thing likely to cause damage or danger 

security gap 
situation where current security measures are insufficient to reduce a given risk to a pre-determined 
level 
                                                             

1 http://ec.europa.eu/growth/sectors/postal-services/index_en.htm 

2 Commission’s Green Paper Parcel Delivery 2012 

3 SAFEPOST, 285104, FP7-SECURITY 
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